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Summary: The article addresses the issue of disinformation and fake 
news from the perspective of the usefulness of the procedures and 
principles regulated in the matter of personal data protection. The 
main regulation is the General Data Protection Regulation (GDPR), 
and we will research public communications from two current crisis 
areas: the health crisis and the military crisis. From the 
aforementioned regulation, we will base our research on three key 
elements: principles, rights of data subjects, technical and 
organizational measures (procedures). Can GDPR provide support 
against fake news? The study demonstrates that under ideal 
conditions, complying with the GDPR or applying its rules can lead to 
the removal of fake news from the source, from the main data 
controller or can lead to the identification of the incorrect message by 
the user. 
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organizational measures, principles, GDPR. 

 

Introduction1 
Disinformation (fake news) is not a new phenomenon, but it 

is increased by the ways of transmitting information, the 
emergence of social networks, technological progress in 
general2. As technology is complex, the countermeasures are 

 
1 [The author would like to thank Mr. Marius Cătălin Mitrea for the support 
offered in translating the article in English.] 
2 Julie Posetti, Alice Matthews, A short guide to the history of “fake news” 
and disinformation. A learning module for journalists and journalism 
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networks can profile regular users. A fourth problem is ghost or 
fake accounts on social networks. This issue is discussed both 
by the authorities in the European Union and by social networks 
that announce the elimination of fictitious or cloned accounts32. 

 
Conclusions 
The publication of information is sometimes the disclosure 

of personal data. In this communication sequence, the methods, 
principles, techniques in the field of data protection can 
intervene, as they are regulated by the GDPR. European 
Regulation can play a role in combating fake news where 
personal data is processed. Verified and accurate 
communications also comply with data protection principles, 
and procedures can complement ensuring the legality of 
processing. The GDPR becomes an auxiliary instrument to 
guarantee other rights, such as the right to information and the 
fight against fake news. This tool can itself be proceduralized: 
verification, citation and use of sources, confrontation of 
information, legality of information, application of techniques 
for verification of sources coming from natural and legal 
persons who do not have responsibility for the information. 
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32 See e.g. The Strengthened Code of Practice on Disinformation 2022. 
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